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Products and Solutions
Integrated Provisioning and Enterprise
Single Sign-On
In order to maximize productivity, today’s workforce demands fast, easy access to IT
resources, while organizations must meet regulatory demands and internal audit
requirements insuring data security and privacy compliance. The increased burdens
placed on IT departments to provide convenient access for workers and ensure
regulatory compliance have resulted in increased administrative costs and frustrated
users.   
Now with integrated provisioning and Enterprise Single Sign - On (ESSO),
employees can obtain access to their accounts automatically. Once users are
provisioned for all of their accounts, they simply log-on once to their network domain
and all of their Windows, Web, and host-based applications can be accessed
immediately without requiring a separate sign-on process for each system.

Deliver a more Secure Access Environment
The seamless integration of user provisioning and ESSO eliminates the need to
transcribe credentials directly into applications, which means that end users never
need to know passwords on target systems (secondary credentials) and access can
be granted without distributing passwords via email or other un-secure methods.
With ESSO, organizations can put in place more frequent password expirations,
more complex password policies and, strong authentication methods such as
tokens/PINS, smart cards, or finger print readers creating a more secure access
environment. This solution yields both productivity and cost-efficiency improvements:
• Users gain access and can be productive immediately upon provisioning
• No separate registration process is required…the time lag between provisioning
and ESSO credential registration is eliminated.
• ESSO credentials automatically update when users are transferred, promoted or
provisioned for new systems via Courion’s Account Courier.
• ESSO credentials are automatically deleted when a user leaves the organization
in accordance with regulatory requirements for fast termination.

Streamline Access for Mobile Users
AccountCourior and Password Manager integration also includes support for Citrix
Hot Desktop and Citrix SmoothRoaming. Hot desktop, developed for shared
workstation environments that are common in hospitals, banks, manufacturers and
retailers, enables users to logon/off in seconds and eliminate generic logon
accounts. As users roam from one workstation/kiosk to another, SmoothRoaming
ensures that applications are displayed in the exact state that the user left them,
requiring only that the user reauthenticate using their primary log-on. 
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Provisioning and Single 
Sign-On Seamlessly
Integrated
•Users receive day one
access to their applications
•There is no need to transmit
secondary passwords for
initial ESSO registration.
•Users do not need to register
their ESSO credentials with
each application separately.
•Ensure security on every
level

Speed to Access
Applications and Data
• Automate User provisioning
• Access multiple applications
with a single set of
credentials
• Ensure confidentiality and
support regulatory
compliance
• Enable workers to be more
efficient.


